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Ui Manage Wireless Network

View your basic network information and set up connections

&v x v’ See full map

Internet

Connect 10 a network

You are currently not connected to any networks.

Change your networking settings

s. Set up & new connection or network

Set up & wirdless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access point.

"p Coonect to a network
Connect or reconnect to a wareless, wired, dial-up, or VPN network connecton

“ Choose homegroup and shanng options
Access files and printers located on other network computers, or change sharing settings.

Troubleshoct problems

Dragnose and repair

bl

See 2isp
HemeGroup
Intemet Options
Windows Firewall

2. AanYu Add

e—yy

Ol al® (1) » Cortrol Panel » Metwork and Internet » Manage Wireless Networks v | 63 W Seorch Monage Wimien Networks 0|

Manage wireless networks that use (Wireless Network Connection)

\_-"m 10 these networks i the order listed befow.

\&0n Manually create a network profile



How do you want to add a network?

h Manually create a network profile
This creates a new network profile or locates an exsting network and saves a profile
for the network on your computer. You need to know the network name (SSID) and
security key (if applicable),

Create an ad hoc network
This creates a temporary network for shaning files or an Intemnet connection

nsendeya uazAdnUu Next

Enter information for the wireless network you want to add

Metwork name: | fouzs Wifi

Security type: |g‘|||'|||'PA2-Enterprise

Encryption type: | AES

Security Key: Hide characters

Start this connection automatically

[]Cennect even if the network is not broadcasting
Warning: If you select this option, your computer's privacy might be at risk.




\d9n Change connection settings Aginti iU N TUNT AGAGEBNTILAY Security > Settings

¥ Manually connect to a wireless network m

Successfully added dovos Wii Security type: | WPA2-Enterprise

Encryption type: |AES

2 Change connection settings
Open the connection properties so that | can change the settings,

Choose a network authentication method: .
|Microsoft: Protected EAP (PEAP) vl settnas |

Remember my credentials for this connection each
time I'm logged on

Advanced settings

szUsnguiesasnm lindnliduluaunseuduns anntunadn Configure

When connecting:

[ Verify the server's identity by validating the certificate

Connect to these servers (examples:srv 1;srv2;. *\.srv3\. com):

Trusted Root Certification Aukharities:

[l AddTrust External CA Root

[] Baltimore CyberTrust Root

[ certum ca

[] certum Trusted Network CA

[] class 3 Public Primary Certification Authority
[[] comoDo RSA Certification Authority

[ Digicert Assured ID Root CA
£

MNotifications before connecting:

Tell user if the server’s identity can't be verified

Select Anthentication Method:

|Secured password (EAP-MSCHAP v2) v | Configure. .. I

Enable Fast Reconnect

[]Enforce Metwork Access Protection

[ Disconnect if server does not present cryptabinding TLV
[ ]Enable 1dentity Privacy
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When connecting:

0 Automatically use my Windows logon name and
password (and domain f any).

0K Cancel

AanYs OK

When connecting:

[ verify the server's identity by validating the certificate

Connect to these servers (examples:srv1;srv2;, \.srv3\, com):

Trusted Rook Certification Autharities:

M ~ddTrust External CA Root

[] Baltimore CyberTrust Root

[] certum ca

[] certum Trusted Metwork CA

[] class 3 Public Primary Certification Authority
[] coMoDo RSA Certification Authority

[ ] pigiCert Assured ID Root CA

<

Motifications before connecting:

Tell user if the server’s identity can't be verified

Select Authentication Method:

|Secured password (EAP-MSCHAP w2) W | | Configure... |
Enable Fast Reconnect

[]Enfarce Network Access Protection

[ bisconnect if server does not present cryptobinding TLV
["]Enable Identity Privacy




\@en Advanced Settings

Connection | Security

Security type: \WPA2Enterprise

Encryption type: |AE5

Choose a network authentication method:
Microsoft: Protected EAP (PEAP) vl | Settings

Remember my credentials for this connection each
time I'm logged on

Advanced settings

TnadanlmdununIweuans waiaan OK

802 1 settings 302,11 settings |

I [+] spedify authentication mode: I

I|User authentication v |I | Save credentials

Delete credentials for all users

[C]Enable single sign on for this network

@) Perform immediately before user logon
Perform immediately after user logon
Maximum delay {seconds): 10 Z|

| Allow additional dialogs to be displayed during single
sign on

This network uses separate virtual LAMs for machine
and user authentication
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ABINS

Not connected

dﬂﬂ Connections are available

Wireless Network Connection

AU Wifi NAaIn1suaz Connect

ENGR_Staff

ENGR_Wifi

TU-GUEST
TU-STUDENT

TU-STAFF
HP-Print-3a3-Laseret 100

Other Network
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4 1 a ¢ @
IdaNAadULARTILA

‘ {mbwpen
{ | esnssenn

aanlu OK

e

| semsAfiumsideusiednnag




A0ULNISTOUADESD

Currently connected to:

Sy ENGR_Staff
Internet access

Wireless Network Connection

ENGR _Staff Connected !

ENGR_Wifi

TU-GUEST

TU-STUDENT

TU-STAFF
HP-Print-5a-Laser)et 100

Other Network

Open Network and Shanng Center
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